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Changing IT Infrastructure

Few multiprocessor hosts

Single vendor hardware

Solaris

Single instance databases

Directly attached storage

Unique configurations

Individually managed

Many hosts

Commodity hardware

RedHat Linux

Oracle RAC

NetApp NAS storage

Standard configurations

Manage by exception

Legacy Environment New Environment



Our Grid Control Environment

Users (https)

Agent

Repository Database

Management Server

Hardware Load  Balancing

Management Server

RAC nodeRAC node

EMREP service

Agent versions:  

10.1.0.4, 10.2.0.2

10.2.0.3, 10.2.0.4

Solaris and Linux (32&64 bit)

Secure agent upload

Hardware load balancer

OMS version 10.2.0.4

Linux RHEL 3

2 CPU (3.2GHz) - 4Gb RAM

2-Node RAC (load balanced)

RDBMS 10.2.0.3

RedHat Linux 4 (64-bit)

NetApp NAS storage

Total monitored targets: ~ 1500

192 instances (53 RAC dbs)

223 hosts 



Grid Control Objectives

Minimize cost of monitoring growing architecture

Timely, standardized access to meaningful 
information

Enable pro-active management & problem 
avoidance

Identify and remove configuration exceptions



4 Fundamental Questions



Are we monitoring everything we should?



What is our current status?



Where should we focus our efforts?



How can we make this sustainable?



Grid Control Solution

Service 

Catalog

Metrics/Policies

Templates

DBAs/SysAdmins

Grid Control

Web Interface

Out of the box

& Custom Reports

Violation Reports

Security policy

Repository

views

Apply nightly (emcli)

Databases/Hosts etc.

Discovery

Management

Sustainable?

Current state?

Where to put effort?

Targets

-Databases

-Hosts

-Listeners
Are we monitoring 

everything?



Continual Service Improvement

Config status via

Grid Control

& Reports

Confidence that

we’re monitoring 

everything

Guided improvementsPolicies automatically

re-evaluated/applied

ITIL : ‘Baselines’

ITIL : ‘Service Improvement Plans’ITIL : ‘Changes effective?’



Conclusion

Out-of-the-box + extensible policies

Phasing out home grown solutions

Enables a standard management approach

20+ administrators using the same tool

Scales with our environment

800 -> 1500 targets with little additional effort

Essential tool for enabling compliance and security

Enabling us in our ‘best practice’ efforts


